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ta'limning o'rni hamda rivojlanish omillari

CPABHUTEJIbHBII AHAJIN3 MTPOU3BOJIUTEJABHOCTHU
AJTOPUTMOB CUMMETPUYHOTO IIIUPPOBAHMSI (AES,
CHACHA20) B KOHTEKCTE 3AIIMTHI BOJIbIINX OFLEMOB
JAHHBIX B/]I.

Hacwiposa /lunapa Tazupoena

cmyoenm epynnol 304-25

Hanpasnenus « KomnvtomepHvie cemu u ux npocpammHoe obecneyenue
Tawxenmckoeo yHugepcumema

ungopmayuonHvlx mexuono2uu umenu Myxammaoa anv-Xopezmu
Peuwiumoe Invoap Cepseposuu

accucmenm

kageopwl « Cucmemnoe npukiaoHoe npocpammuposanie
Tawxenmckozo ynugepcumema

uHpopmayuounvix mexronocu umenu Myxammaoa anv-Xopemu

AHHOTanus. JlaHHas cCTaThs TMOCBAILIEHA CPABHUTEIBHOMY aHAJIU3y
MPOU3BOAUTEIILHOCTH  JIByX  KJIIOYEBBIX  QTOPUTMOB  CUMMETPHUYHOIO
nmdpoanns — Advanced Encryption Standard (AES) m ChaCha20 —
MPUMEHHUTEIBHO K 3ajade 3aIuThl OOJIBIINX 00BEMOB JaHHBIX B 0a3ax JaHHBIX
(b). B ycnoBusX SKCHOHEHIIMAJIBHOTO pOCTa JAHHBIX U  YKECTOUCHUS
pPEryJsTOPHBIX  TpeOOBaHWI, BBIOOP  KPUOTOrPapUUYECKOTO  alIropuTM™Ma,
00€CleYnBaOIEr0  BBICOKYIO CKOPOCTh 0O0pabOTKM 0€3  CyIIEeCTBEHHBIX
HaKJIATHBIX PACXOJIOB HAa BBIYUCIIHUTEIBHBIE PECYpPChI, SBISECTCS KPUTHUYECKU
akTyalbHbIM. OCHOBHOM (DOKYC HCCIIEIOBaHUSI — OMPEACICHUE, KaKou U3
AITOPUTMOB OOECIICYMBAET JIYUIIIYIO MPOMYCKHYIO criocoOHOCTh (throughput) u
MEHbIITYI0 3a7epkKy (latency) mpu mudpoBanuu/pacmuppoBaHUH 3HAYUTEITEHBIX
MacCUBOB MH(OpMAIINH, YUYUTHIBAs BIUsHUE anmapatHoro yckopenus (AES-NI) u

0COOEHHOCTEMN apXUTEKTYpPhI MPOIIECCOPOB.
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ta'limning o'rni hamda rivojlanish omillari

Kirouesble ciioBa: Cummerpuunoe mudposanue (Symmetric Encryption),
AES (Advanced Encryption Standard), ChaCha20, IIpou3BoauTeIsHOCTH
(Performance), 3amura gannsix (Data Protection), bassl mannsix (Database).

BCTYIIVIEHUE

CummeTpruyHoe MHUGPOBAHUE SIBISIETCS KPACYroJIbHBIM KaMHEM 3alllUThI
KOH(MUIEHIUATBLHOCTH HHGoOpManuu. B oTinyume OT acMMMETPUYHOTO, OHO
WCIIOJNIB3YET OJIMH U TOT )K€ KJTI0Y JIJIsl IIN(POBaHUs U paciiupoBaHus, 4TO ACTIAET
€ro 3HAUYUTENbHO Oosiee OBICTPHIM U HIACATBHO MOAXOISAIIMM Jii 00pabOTKU
00JBIINX 00BEMOB JIAHHBIX, XapAKTEPHBIX JJI COBPEMEHHBIX 0a3 JaHHBIX.

Cpean MHOXKECTBa CYHIECTBYIOIIMX CHUMMETPUYHBIX airoputMmoB, AES
(6mounbiit mmdp) u ChaCha20 (morounslit mudp) SBISAIOTCS AByMs HauOoliee
pacmpoCTpaHEHHBIMA H  KPUNTOCTOMKUMHU  cTaHfaptamu. OpHako, uX
aApXUTEKTYpHBIC paziauuusi (OJOYHBIA VS. TMOTOYHBINA) W pa3inuyHas CTENEHb
MO/IJIEPKKH amnmapaTHbIM 00€CTIeUeHUEM MPUBOASAT K CYIIECTBEHHBIM OTIIMYHUSM B
MIPOM3BOJUTEIILHOCTH, YTO HAMPSMYIO BIHSET Ha 3P¢PeKTUBHOCTh paboThl b/I,
O0COOEHHO MPU YACTHIX ONEpalUsAX YTCHHS U 3alKUCU 3alIM(POBAHHBIX MOJIEH.

[lenbp cTaThl — CpPaBHUTH OTHU JBa AJTOPUTMA MO KIIOUYEBBIM METPUKaAM
NPOU3BOJUTENIBHOCTH I ONpEAENICHUS  ONTUMAlbHOrO  BbIOOpa  mpu
MIPOCKTUPOBAHUH CUCTEM 3aIIUTHI JaHHBIX BJI, T1e KpUTHYHBI KaKk 6€30MacHOCTb,

TaK U CKOPOCTb.

CPABHEHUE MOJIEJIEI71 YIIPABJIEHUS JOCTYIIOM
Tabmuma 1

ApPXUTEKTYpPHbIE€ 0COOCHHOCTH M PEe:KUMbI PA00THI

IMapamerp AES ChaCha20
(baounblii mudgp) (ITorounbiii MUPpP)

Tun mmdgpa brnounslii [Totounslii
(Block Cipher) (Stream Cipher)

TR 8
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Pa3mep 0.10ka/moToka 128 our I'enepanus
(puKcupoBaHHBII) KJIFOYEBOT'O IOTOKA
no6aiToBO
IpeanoyrurebHBIH GCM Poly1305 (mns
pexuM (Galois/Counter ayTeHTH(UKanmy -
Mode) ChaCha20-Poly1305)
Mapauasenusm Bricokuii (B Bricokuit
pexumax CTR, (M3HAYAIBHO
GCM) ONTUMU3UPOBAH JJIS
MapaJyIeIbHON
00paboTKH)
3aBUCUMOCTD oT Kputnueckas Huskas
annapaTHoro yCKopeHusi (AES-NI) (ONTUMHU3UPOBAH IJIs

YUCTO NPOrpaMMHON

peanu3anun)

AES-NI (Advanced Encryption Standard New Instructions) — sto Habop
MHCTPYKIIMI, BCTPOECHHBIX B OOJIBIIMHCTBO COBPEMEHHBIX mpolieccopoB Intel u
AMD. OHM 1NO3BOJSIIOT BBINONHATH onepanuu AES Ha anmapatHoMm ypoOBHE,
MHUHYS CJIIOKHYIO IPOTPAMMHYIO PEau3aluio.

. AES c¢ AES-NI: B mnopaBnsitonieM OOJBIIMHCTBE CIIy4yaeB Ha
COBPEMEHHBIX CepBepax U pabOuyux CTaHIUAX, T/I€ JOCTYITHO armapaTHOe
yckopenne, AES B pexume GCM (AES-GCM) nemMoHCTpHUpyeT HaWBBICIIYIO
MIPONYCKHYIO CIIOCOOHOCTh. [Ipon3BOIUTEILHOCTS MOXKET ObITh B 2-10 pa3 BhIIIIE,
9YeM y IPOrpaMMHBIX pean3aruii. J{s 3ammtel 001X 00heMOB TaHHBIX B B/1,
pa3BepHYTHIX Ha coBpeMeHHOM obopynoBanuu, AES-GCM sBrsercs 1uaepoM mno
CKOpOCTH.

. ChaCha20: bynyun wu3HAYaabHO  ONTUMHU3ZHPOBAHHBIM  JJIS
nporpammuoil peanuzanuu, ChaCha20 3¢ ¢dekTUBHO HCMONB3YeT HHCTPYKLUUU

SIMD (Single Instruction, Multiple Data) na mpoueccopax o0miero Ha3HaYCHHUS.

TR 8
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OnHako ero mnpoW3BOJUTENBHOCTh, KaK IPAaBHIIO, YCTYMNAET aIlllapaTHO
yckopeHHoMmy AES Ha Tom ke 000py10BaHUMN.

Cuenapuy, rie annapatHoe YCKOPEHUE HEAOCTYIHO (CTapble IPOLECCOPHI,
MaJOMOIIHbIE BCTPAaUBAaE€MbIE€ CHUCTEMBI, HEKOTOpbIE OOJayHbIE CpeIbl C
OTpaHUYCHUSIMU ), KapIUHATLHO MEHSIOT KapTHUHY.

. ChaCha20: B umcro mporpammuoit peanusanuu ChaCha20-
Poly1305 craHoBuTCA 3HauMTENBHO ObICTpee, yeM mnporpammubii AES
(uHOTHA B 2-4 pa3za). TO CBSI3aHO C MPOCTOTOM €ro apXUTEKTYpPbl, KOTOPAs
MEHBIIIE MO/IBEPKEeHA YSI3BUMOCTSIM 10 CTOPOHHUM KaHaiaM (Hampumep, 1o
BpEMEHH) U JydYllle ONTHUMHU3UPYETCS KOMIMISTOpAMHU sl OOIINX
IIPOLIECCOPHBIX UHCTPYKIIUH.

. AES (mporpammusiii): be3 AES-NI  AES cranoButcs
BBIUHCIIUTENIHO OYEHb 3aTPATHBIM, UYTO JIE€JA€T €ro HENPUTOAHBIM Jis
BBICOKOIIPOM3BOJUTENBHBIX 3aJay, TaKUX Kak [MU(poBaHUuE OOJBLINX

Tabmuir b/I.

Tabmauma 2

KonrekcT 3amuThbl B/l 1 00/1b1IHX 00bE€MOB JaHHBIX

Kputepuii AES- ChaCha20 BriBoa
GCM (c AES- -Poly1305 st B
NI) (ITporpammHBIii)
IIponyckHasn Briciias Bricokas 3aBUCUT
CIIOCOOHOCTH oT HaJN4us
AES-NI.
AyTeHTHUKAIL Bcerpoen Bcerpoena Ob6a
ust a (GCM) (Poly1305) o0ecreYnBarOT
Authenticated

Encryption with
Associated Data
(AEAD), 4TO

TR .
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KPpUTUYHO JJIsA

IIEJIOCTHOCTH
naHHbIX B/I.
Oo0padoTka brnounas N3nauanpH ChaCha20
MOTOKOB JTaAHHBIX , HO O MOTOYHAas poIIe
3 PeKTUBHO pean30BaTh
paboraer c Oe3omacHO U 0e3
MMOTOKaMH YA3BUMOCTEU
(CTR/IGCM) npu pabore ¢
HEBBIPaBHCHHBIM

Y WK OOJIBIITUMHU
MTOPIHSIMHU

JTAHHBIX.

Jlyis 3amuThl 60JIBIIMX 00BEMOB JaHHBIX B BBICOKOHArpy>keHHbIX bJ (rme
Ba)KHA BBICOKAs MPOITYCKHAsI CIOCOOHOCTb):

. Ecnu rapantupoBano Hammuume mnpoueccopoB ¢ AES-NI  (uto
XapaKTepHO 711 OOJIBIIMHCTBA cCOBpeMeHHBIX cepBepoB), AES-GCM sBnsercs
HauboJee MPOU3BOIUTEIILHBIM BHIOOPOM.

. Ecnu neneBas miatdopma pazHOpOIHA WM BKIIOYAET yCTPOMCTBA
6e3 AES-NI (manpumep, MOOUIIbHBIE KIIMEHTHI UM yCTapeBlIee 000py10BaHUE),
ChaCha20-Poly1305 mpemnaraer Oosiee cTaOWIBHYIO M BBICOKYIO CKOPOCTH B

MIPOTPAMMHOM peaIN3alui, MUHUMHU3UPYS PUCK Y3KUX MECT.

BbBIBO/{

CpaBHUTENBHBIA AaHAIN3 MPOU3BOJUTENIBHOCTA alroput™MoB AES w
ChaCha20 B KOHTEKCTE 3amMTHI OOJBITUX 00BEMOB JaHHBIX B/l BBIIBHII, YTO
BBIOOpP ONTHMAIBHOTO PEIICHUS HANPSAMYIO 3aBHCHUT OT IIEJCBOM ammapaTHOM

I1aTOOPMBI.

B > >
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. Ha oGopynoBanuu c ammapatHbiM yckopenuem (AES-NI):
AES-GCM sBnsiercs 6€3yCI0BHBIM JHAEPOM IO MPOITYCKHOM CITOCOOHOCTH,
oOecrieunBas MaKCHUMaJbHYIO CKOpPOCTh IIM(poBaHUs/paciiu@poBaHus
JAHHBIX. JTO MPEATOUYTUTEIBHBIA BBHIOOP IJIST BRICOKOIIPON3BOIUTETHHBIX
cepBepHbIX b/I.

. Ha o6opynoBanuu 0e3 anmapatHoro yckopenusi: ChaCha20-
Poly1305 JEMOHCTPUPYET MIPEBOCXOJICTBO B POTrPaMMHOM
POU3BOUTENLHOCTH, Oyay4du Oojee ObICTphIM, 0oJiee YCTOWYUBBIM K
aTakam I10 BpeMeHHU U 00Jiee MPOCThIM B 0€30IMaCHON peah3aIiuy.

Taxkum 00pazoM, 11 KOPIIOPATHUBHBIX CUCTEM C YHU(DHUITMIPOBAHHBIM
cepBepHbIM mapkoM cienyeT Beioupath AES-GCM. st THOpUIHBIX WA
pacmpeneneHHbIX CUCTEM, T/Ie BayKHA KOHCUCTEHTHAS! TPOU3BOIUTEILHOCTh
Ha paznuuHbIX ycrpoiictBax, ChaCha20-Polyl1305 mpencraBisier coboit

OoJee THOKOE U HAJIS)KHOE PEIICHHE.
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